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Accepted Apr.15,2024  Inthe last few years, social media has become a part of our lives. It is not a website

anymore. It offers us blogging, watching videos, and connecting with more people.
In our social media profiles, we create our virtual identity. We share every piece of
information connected to our lives. Social media has become a very important part
of our lives. Social media changes itself tremendously; it also makes it possible for
criminals to take their work to another level. Many crimes happen on social media.
One of them is identity theft. As we create our own identities on social media. There
is a high risk of identity theft. For this reason, many identity theft protection
services have been created. With identity theft protection, we are able to protect
our identities on social media. Those identity theft production services are my best
product because they help us identify identity threats and get rid of them. They give
us protection from identity theft in exchange for some monthly fees. But those
services are not common in our nation. We don't know if those services will work
in our country or not. With this thesis, we will be able to find out the adoption
intention of social media identity theft protection services in our country through
PMT investigations.
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1. Introduction

When an impostor uses a person’s personally identifiable information (PII) as a convenience in addition to
scamming society, it's a crime, and it's called identity theft [1, 2]. A person's Pll can be acquired in many ways.
Including phishing, attacks, safety violations, and stealing. A person's name, social media ID, national ID,
banking account number, payment card number, and further private data are subsets of PII. A person's identity

This work is licensed under a Creative Commons Attribution License (https://creativecommons.org/licenses/by/4.0/ ) that allows others @ @
to share and adapt the material for any purpose (even commercially), in any medium with an acknowledgement of the work's authorship
and initial publication in this journal.
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can be stored online and offline. When a person puts his personal information in physical form, it will also be
considered an offline identity. Such as an identity card form or a bank account form. When a person uses online
forms to open any kind of social account, it will be considered an online identity. Identity can be saved both
online and offline [3]. Identity theft is increasing every day. Figure 1 shows the number of cases of increasing
identity theft. From this study, we can see that identity theft has been increasing rapidly in the last few years.
Identity theft happens in many ways such as data breaches, online theft, stolen paper mail, friendly theft while
conducting transactions, or lost or stolen wallets. Those are the traditional methods. However, currently, most
identity burglaries occur on the Internet. Many types of pop-up ads are shown on many websites, and when a
consumer clicks those links, his or her identity has been stolen. Instead of pop-up ads, those links can be sent
via email, WhatsApp, or Messenger as a contest or news.
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Figure 1. Increasing identity theft (Source: Federal Trade Commission, ftc.gov/data)

When users click the link their identity is stolen. Nowadays, online banking identity theft has become very
popular, as have phone calls. In Bangladesh, there is a mobile banking app called Bkash. Bank account holders
are called by imposters, and they tell them to tell the OTP. If the consumer doesn't tell the OTP, their account
will be banned. So, when a consumer shares the OTP, their identity has been stolen, and that imposter can
control his or her account [4].

Social media is a collection of Internet-based applications through which users can generate and exchange
information [5]. Social media is a single platform that can attract more people to connect with each other from
around the world [6]. In the past, social media websites such as Facebook, Twitter, and Instagram were mainly
utilized by youngsters to socialize. But now social media is used by people of all ages. Social media has changed
itself so tremendously that now we can learn from it. We can also buy and sell products there. Nowadays, a
huge amount of business is done on social media. It has become an important part of our day-to-day lives. Many
people have become addicted to social media. Businessmen spend a lot of money advertising their products on
social media. This impacted the creation of the social media influencer. People make their identities known on
social media. If we see someone's social media account, we will never be able to get to know him without
meeting him physically. People who have more followers on social media make a lot of money by advertising
as social media influencers.

Social networking offers several benefits. Though the use of social media provides a lot of advantages, it also
has a dark side. Many crimes are happening on social media. People are getting harassed, hacked, cloned, and
stolen from on social media. Some imposters commit identity theft on social media. Sometimes social media
users don't know that their account has been hacked and someone else is also using it. Some criminals use
identity theft to commit fraud with others on social media. People store much of their personal information on
social media. Identity theft has become a serious issue. Most identity theft happens through social media
messages. People get tempting news and lottery results as messages. When users click the link, their identities
are stolen.
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The most popular social media site is Facebook. Almost every social media user uses Facebook. One-third of
social media users give away at least some free data which can lead to identity theft. Success names, date of
birth, mobile number, pet names, etc. [7] Facebook completed a survey from the identity theft resource center
server named Facebook Social Media Survey. "From the survey, we know ways to prevent identity theft on
Facebook. Figure 2 shows the methods for committing identity theft on Facebook [8]. So, we can see some
ways that identity theft occurs. In most cases, this is done through private messages from a scam website or
through fake links. This happens not just on Facebook but also on Twitter, Instagram, WhatsApp, and many
other types of social media are used for identity theft in this way.

| was asked to visit website through a private massage
| received spam through a private massage

My accunt was accessed without my permission
Someone tried to trick me into giving my password

Someone accesed my profile

| was asked to visit website through chat

0% 10% 20% 30% 40% 50% 60% 70%

m Series 1
Figure 2. Ten ways to identity theft on Facebook [8]

Social media plays an important role in Bangladesh. Facebook, Twitter, YouTube, etc. are some of the most
important social media platforms. When we speak of online platforms, the primary name that immediately
comes to mind is Facebook in Bangladesh. The following Figure 3 shows the usage of social media in
Bangladesh.

93.5%
4.10%
10 0.73% 0.37%
Facebook YouTube Instagram Linkedin

Figure 3. Uses of social media in Bangladesh (2021-2022); source: Statcounter Global Stats

This traffic is for Bangladesh. In the graph, we can see that from March 2021 to March 2022, more than 80%
of social media users will use Facebook, Twitter, YouTube, and other social media. In our survey, we saw that
most people who live in Dhaka use social media for 2-4 hours a day. Some people use social media for more
than four hours a day. So, we can see that social media is very important in Bangladesh. Everything is done on
Facebook. People watch many kinds of videos on Facebook. People also update their lifestyles on Facebook in
Bangladesh. Recently, Facebook launched Marketplace, with the help of which people can buy and sell anything
on Facebook. So, Facebook has become a part of every person in Bangladesh, mainly in Dhaka city.

People are financially and mentally attached to social media in Bangladesh. People create their best versions of
themselves on social media. They post every detail. They also shared their private chats on social media. But
they don't know they have a huge list of identities. Identity theft can occur on social media very easily. We are
vulnerable in terms of how to protect our identity on social media because we do not know how to do so. If
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someone's identity on social media gets stolen, it will be a huge problem for him. Because someone else will
control their identity. His or her privacy can be leaked [9]. He or she can be a financial fraudster. An impostor
can lend money to others using his identity. There is also a chance to upload an appropriate thing, such as his
ID. Therefore, protecting identity on social media is very important for people living in Bangladesh. That is
why we are vulnerable. We can use identity theft protection services to avoid identity theft problems. It will
give us confidence to use social media properly because our social media will be safe if we use an identity theft
protection service.

Protection motivation theory (PMT) is an approach recommended by everyone as a response to phishing
communication, mainly through fear appeals [10]. PMT works to increase consumers' perception of threats and
encourage individuals to take the advised steps to minimize their apprehension [11]. PMT is the direct image of
the parallel process model [12]. Identity theft is covered under Internet security. Many researchers have
investigated Internet security due to PMT investigations in the past [13].

Table 1. Works of is in PMT

Authors Title Domain Theory

[14]  When anybody is looking, I'll carry out what you're about to wantto  Information PMT
know: Mandatory, Management, and Safety of Information Security

[15]  The impact of fear as well as information protection behaviors: a Information PMT
laboratory investigation Security

[16]  The reasons for wanting Information Security: The theory of Information PMT
protective motivation vs. the Hypothesis of Self-Determination Security

[16] A multifaceted investigation of the effect of collective and social Information PMT
ownership on protective behavior. Security

From Table 1, we can understand that protection motivation theory is best for Internet security research. We are
researching the adoption of identity theft prevention services. We can utilize PMT in this research.

There are two objectives for clarifying this study:

1. Test the impact of PMT on adoption and wishful thinking, such as determining the influence of PMT
factors on the desire to use identity theft protection services for their customers.

2. Test the impact of PMT variables on wishful thinking.

2. Background studies
2.1. Protection motivation theory (PMT)

PMT is a theory that recommends that everyone may respond to an attack in communication, mainly through
fear appeals [17]. PMT works to increase consumers' perception of dangers and encourage people to undertake
the advised steps to minimize the anxiety they feel [18]. Although PMT was established in the field of health to
consider ethnic background, cigarette smoking, and other disorders [19], investigators discovered it valuable in
the field of cybersecurity. The primary PMT by Rogers addresses the different elements of fair arguments and
how coping and taking a protective behavior response are influenced by the door components. But then, in 1983
[20], self-efficiency and the cost associated with protective behavior were added to PMT. Figure 4 depicts the
protection motivation theory (1983) [21].

The perception of vulnerability along with seriousness is included in threat appraisal, as can be believed
advantages linked to a dangerous attitude. Extreme susceptibility and severity predispose individuals to higher
protection motivation. In self-sufficiency, individuals believe that they should hold onto their own individual
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capacity to undertake safeguarding conduct and, in turn, be knowledgeable concerning how effective it is to
protect oneself [22]. Response costs are costs associated with protective behavior.

Threat appraisal
Perceived
susceptibility
Perceived severity

\

Coping appraisal
Self-efficacy
Response efficacy
Response costs

Protection
motivation

7

2.2. Previous works

Coping response

Figure 4. Protection motivation theory (1983)

Identity theft protection falls under the information security domain. There is much previous work in
information security that has been completed with protection motivation theory. For example, those are some
research papers in protection motivation theory, shown in Table 2.

Table 2. Previous works on PMT

Journal / Conference Sample|Number of I .
Sl. | References | Year Country [Sample type _p L Application|Variance
name size | citations
Home
1 [11] 2017 Journal of_Computer Australia computer 629 105 Inforr_natmn 27 61%
and Security and mobile security
device users
Debit or
International Journal |__ . . Information| 70%-
2 22 201 . T n 41 :
[22] 019 of Bank Marketing aiwan - (credit card 8 6 security 92%
users
Journal of IT Information
3 [23] 2013 |Information Privacy [England 77 41 . 67%
. students security
and Security
Online
in ket- Inf ion
4 [24] 2013 Computers i _ USA market 741 68 n orr_naﬂo 39%
Human Behavior research security
firm
The DATA
BASE for Advances Form Information| 33%-
5 [25] 2021 | . Nirnberg research - 1 A
in Information ADETS security 44%
Systems pap
International Journal
6 [26] 2020 (of Cancer Iran Women 410 6 health 25%
Management
Chinese
Health inf i ) I | Inf i 46%-
y [27] 2020 ealt _|n orm_atlon China older adult 290 15 n orr_natwn 6%
on social media users of security 55%
WeChat
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J |/ Conf Sample[Number of . .
Sl. | References | Year ournal / Conference Country [Sample type ampe u_m _ero Application|Variance
name size | citations
International Journal Sample of . 0
8 [18] 2018 jof Human-Computer [Spain Internet 2024 101 Informatlon 06%-
. security 73%
Studies users
Older people Information
9 [28] 2020 Dove Press journal |Australia [of 60-88 300 13 . 27%
security
years,
Inf ti t Inf ti
10 [29] 2015 nformation Systems USA Undergradua 241 173 n orr_na ion 46%
Management te students security

2.3. Wishful thinking

Wishful thinking is part of the protection and motivation theory. At PMT, we talk about fair appeal. If we have
fairness for identity theft, we also wish that identity theft wouldn't happen and that identity problems would be
solved without doing anything. In our survey, one of our objectives is to test the impact of empty variables on
wishful thinking. We will be testing PMT factors such as apparent danger, degree of severity, susceptibility,
reaction cost, effectiveness, and independence influence on wishful thinking [30, 31] as we are working on
identity theft on social media. There are a few wishful thoughts; identity theft on social media will go away,
somehow you will come across a magical solution, suddenly identity theft on social media will disappear by
itself, etc.

2.4. Research gap

Our research purpose is to experiment with the impact of PMT variables on wishful thinking and the desire to
provide safeguarding from identity theft services to their customers [32]. This research is taking place in
Bangladesh, specifically in Dhaka. The data we collect is from social media users in Dhaka. Our results will not
be for the whole country [33]. So, this is the first research gap. Another thing is that identity theft protection
services have not been quite popular in Bangladesh till now. Therefore, the people of Dhaka know little about
identity theft criteria. This is another research gap in this research. But soon, this research will help when identity
theft happens on a large scale. People are expected to adopt identity theft protection services [34, 35].

3. Research methodology
3.1. Research model

The study approach involves focusing on PMT characteristics, which include expected danger intensity, risk,
reaction performance, expense, and perceived self-efficiency (Figure 5). We can see that we are testing PMT
factors on wishful thinking as well as would like to use fraudulent activity prevention resources on social
networking sites through this research model. In this model, we can see that every PMT variable has a positive
or negative impact on the thinking of society and the intention to adopt. So, we call those H1, H2, and H10. We
found a total of 10 hypotheses. We will test 10 hypotheses from our data.

3.2. Perceived severity

Perceived severity stands for the seriousness of the potential danger of getting your identity stolen on networking
sites. We assume that, at present or in the future, social media identity theft will be a serious problem. So, we
have a hypothesis that the level of severity provides a beneficial impact overall on the utilization of identification
prevention services and a detrimental impact on unrealistic expectations. We have two hypotheses:

[H1] The degree of severity perceived has a beneficial influence on the propensity to use identity theft protection
Services.

[H6] The reported harshness implies a detrimental influence on wishful thinking.
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3.3. Perceived vulnerability
Perceived vulnerability stands for how vulnerable we are to protecting our identity on social media.

It has a strong impact on the reported harshness, which implies a detrimental influence on wishful thinking. We
have two hypotheses.

[H2] The feeling of weakness provides a beneficial influence on the plan to switch identity theft protection
Services.

[H7] Wishful thinking is influenced negatively by perceived weakness.
3.4. Perceived responsive efficacy

This concept pertains to an individual’s expectations about their behavior regarding identity theft. It has an
impact on adapting IDT protection services. We have two hypotheses.

[H3] Perceived response: the effectiveness has a good impact on the desire to become a parent identity theft
protection service.

[H8] Perceived responding to the effectiveness exerts an undesirable consequence on wishful thinking.
3.5. Response cost

Response costs are tense for individuals' willingness to adopt identity theft protection services, with their service
charges having an impact on wishful thinking. People might think of wishful thinking as a response cost. We
must hypothesize.

[H4] Perceived response costs have a negative impact on the aim of embracing fraud security solutions.
[H9] Perceived response costs have a favorable influence on optimistic thinking.
3.6. Perceived self-efficacy

Self-efficiency stands for an individual’s willingness to adopt identity theft protection on social media. It has
an impact on PMT variables.

[H5] The overall perceived sense of self-worth has pushed a beneficial influence on the desire to change identity
theft protection services.

[H10] Perceived self-efficacy has a negative influence on optimistic thinking.

Perceived Threat Severity

Perceived Threat
Vulnerability Wishfulthinking
Perceived
ResponseEfficacy
Response Cost Intention Toadopt

HI10

Perceived SelfEfficacy

Figure 5. Research model
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4. Result and analysis

4.1. Sample and data collection

We used a service-based approach using an online Google form with questionnaires, and we got our data to test
our hypothesis. Our form is for people who live in Dhaka, are older than 15 years old, and use social media, as
shown in Table 3.

Table 3. Measurement item

Variable  No. Measurement Items Source
Perceived PS1 An identity theft on social media could represent a significant issue on my [11]
severity behalf as well.

PS2 Loss of identity consequences would have been significant for anyone.
PS3 Possessing work or identity on social media sites exposed to anyone without
my consent or understanding may be a big concern for me.
PS4 A significant assault, including harm to my personal social media persona,
might look quite bad for me.
PS5 | think identity theft on social media is harmful.
PS6 | believe that protecting your identity on social media is important.
Perceived PV1 My social media accounts could be subject to serious identity theft if | failto  [11]
vulnerability follow identity theft protection services.
PV2 My social media will face more and more identity thefts if | fail to follow
identity theft protection services.
PV3 My social media accounts will face more and more identity theft if | fail to
follow identity theft protection services.
PV4 My social media accounts could be at risk of identity theft if | fail to follow
identity theft protection services.
PV5 My social media accounts will suffer from identity theft if | fail to follow
identity theft protection services in the future.
PV6 My social media accounts will be at risk of identity theft if | fail to follow
identity theft protection services.
Perceived PSE1 My social media accounts could fall victim to identity theft if | fail to follow  [11]
self-efficacy identity theft protection services.
PSE2 I'm confident in implementing actions to protect myself and my social media
using identity theft protection services.
PSE3 Taking the necessary security measures using identity theft protection
services is entirely under my control.
PSE4 | am equipped with the means as well as expertise for performing the
essential security precautions utilizing identity theft protection services.
PSE5 Taking the necessary security measures is easy with identity theft protection

services.
PSE®6 I can protect my social media by myself using identity theft protection
services.
Perceived PRE1 I can enable security measures using identity theft protection servicesonmy  [11]
response social media.

PRE2 Enabling security measures using identity theft protection services on my
social media will prevent identity theft.

PRE3 Implementing security measures using identity theft protection services on
social media is an efficient method of preventing identity theft.
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Variable  No. Measurement Items Source
PRE4 Enabling safety safeguards and utilizing identity theft protection services on
my social media will prevent identity theft.

Response RC1 Preventive actions exist to prohibit someone from obtaining private [11]
cost information relating to one's finances or personal life through identity theft
protection services on social media.
RC2 Implementing safety regulations for identity theft protection services on
social media is problematic for me.
RC3 We have sufficient additional expenditures involved with utilizing identity
theft protection services to protect my social media.
RC4 Implementing safety regulations for identity theft protection services on
social media would require considerable investment and effort.
RC5 Implementing safety regulations for identity theft protection services on
social media would be time-consuming.
RC6 The price tag of adopting appropriate procedures for safety with identity theft
protection services on social media is as high as the advantages.
Adoption All It turns out that the security safeguards of utilizing identity theft protection [27]
intention services on social media are as humerous as the advantages.
Al2 1 am willing to adopt identity theft protection services for social media
security purposes.
AI3 intend to adopt identity theft protection services for social media safety
purposes in the future.
Al4 1 guess | will consistently attempt to become an adoptive of identity theft
protection services for social media safety purposes in the future.
Wishful WT1 | guess | will consistently attempt to become an adoptive family of protection  [36]
thinking services for social media safety purposes in the future.
WT2 My social media accounts will face more and more identity theft if | fail to
follow identity theft protection services.
WT3 My social media accounts could be at risk of identity theft if | fail to follow
identity theft protection services.
WT4 My social media accounts will suffer from identity theft if | fail to follow
identity theft protection services in the future.

4.2. Measurement model

We have developed our questionnaires based on PMT variables. Our survey form has three sections. In the first
section, we asked people about their place of residence and use of social media. In the second section, we ask
many questions about PMT variables. In the third section, users' details were asked. We took the respondents'
opinions on a 7-point scale, ranging from 1 (strongly disagree) to 7 (strongly agree).

4.3. Analysis of the measurement model

Validly collected data has been analyzed using PLS 3.0 software. We extracted our data from the Google form
into an Excel sheet. Then we upload our Excel sheet to PLS 3.0. We developed our own research model. We
get composite reliability, average variance extracted, and correlation between constructs from PLS. Based on
the correlation matrix, discriminatory validity was tested. From Fornell and Larcker [13], we know that to assure
discriminatory validity, two conditions must be fulfilled: (a) all AVE should be greater than 0.50; (b) the square
root of AVE is data greater than all cross-correlation. In Table 4, we saw that AVE's range is from 0.59 to 0.86,
and all square roots of AVE are greater than all cross-correlations [37, 38]. So, we can say that our result is
assured for our study.
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Table 4. Composite, reliability, average variance extracted (AVE), loading factors

Composite  Average variance extracted

reliability (AVE) Al PRE PS PSE PV RC WT
Al 0.940 0.797 0.893
PRE 0.895 0.682 0.532 0.826
PS 0.897 0.594 0.362 0.441 0.771
PSE 0.950 0.761 0.550 0.592 0.404 0.872
PV 0.921 0.659 0.596 0549 0.530 0.516 0.812
RC 0.975 0.869 -0.295 -0.150 -0.109 -0.242 -0.149 0.932
WT 0.957 0.848 -0.303 -0.090 -0.105 -0.211 -0.208 0.571 0.921

4.4. Analysis of the structural model

We have created our structural model in PLS 3.0, and we get our result from the structural model. Figure 6
shows the result of the research model. The result of the analysis of the model is shown in Table 5.

Table 5. Variance

Sl. Obijective Result (R2) %

1 Impact of PMT variables on the intention to adopt identity theft protection services. 0478  47%

2 Impact of PMT variables on wishful thinking. 0.350 35%

This is a structural model with results. We got the result from SmartPLS 3.0. In security studies, the set of
original PMT constructs generally accounts for 0.34-0.50 of the variance [39]. We got the variance (R2) from
the analysis by test of our hypothesis, shown in Figure 6. Hypothesis testing parameters are shown in Table 6.

Table 6. Hypothesis testing

Hypothesis Hypothesis path between Path coefficients t-values Supported?
H1 Perceived severity — adopt identity (+) -0.020 0.185 no
H2 Perceived vulnerability — adopt identity (+) 0.368 2.956 yes
H3 Perceived response efficacy — adopt identity (+) 0.183 1.639 yes
H4 Perceived response cost — adopt identity (-) -0.161 2.071 yes
H5 Perceived self-efficacy — adopt identity (+) 0.222 2.087 yes
H6 Perceived severity — wishful thinking (-) 0.019 0.170 no
H7 Perceived vulnerability — wishful thinking (-) -0.164 1.528 yes
H8 Perceived response efficacy — wishful thinking (-) 0.115 1.037 no
H9 Perceived response cost— wishful thinking (+) 0.549 6.618 yes

H10 Perceived self-efficacy— wishful thinking (-) -0.069 0.492 yes
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Figure 6. Result of the research model

5. Result and discussion

5.1. Discussion of results

Read the PMT, where you should always experiment with the impact of PMT variables on adoption intention
and wishful thinking. Our objective was to analyze the effect of PMT variables on the adoption of identity theft
production services via social networking sites, along with the consequences of PMT factors affecting wishful
thinking. In Table 5, we can see that the impact of PMT variables on adopting identity theft protection services
is 47%, and the impact of PMT variables on wishful thinking is 35%. So, adoption intention is greater than
wishful thinking. So, from our research, we can understand that most people don't want wishful thinking and
think IDT is a problem. They have a high risk of identity theft. So, most of them want to adopt identity theft
protection services. On the other hand, when we talk about PMT, we always come up with hypotheses. So, there
were 10 hypotheses in our study. Seven hypotheses were supported by the respondents. But only the third
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hypothesis doesn't support it. Hypothesis: perceived severity has a positive impact on adopted identity. But as
a result, we can see that the path coefficient is -0.02, which is negative. It has a little negative value, so we can
say that there is a weak effect. In the same way, perceived severity has a positive effect on wishful thinking. So
as per our study, we can say that if we want to work with an identity theft protection service, we must take care
of those three loading factors.

5.2. Theoretical and practical contribution

Every research project has its own theoretical and practical sites. From PMT, we get a theoretical hypothesis.
We have 10 hypotheses in our research. In theory, we believe that the lost hypothesis will support our research
model. But when we started taking data from Facebook users, we saw that not all hypotheses were supported.
After completing our data collection, when we analyzed the data, we saw that seven hypotheses were supported
and one was not. So, this is the practical side of our research paper.

5.3. Future works

Though we have some limitations in our research, there are some future projects in this study. We only take
data from Dhaka. In the future, we can get data from all over Bangladesh and do this type of research. We know
PMT is quite popular with information security-based researchers. But in the case of identity theft protection
service adoption, PMT is new, and we can improve our PMT model in the future. Our other limitation is that
lots of people don't know about identity theft and identity theft protection services. So, when identity theft
becomes a problem in the future, this recharge can be upgraded. Today, social media has become very important
in our lives. But most people have no economic attachment to social media. In China, there is a social media
site called WeChat. Chinese citizens can make any kind of economic payment with their social media. Soon,
social media will be everything for people. In that time, identity theft can become a huge problem for society,
and identity theft protection services will be adopted by everyone, so there are many chances for future work
on this topic.

6. Conclusion

In conclusion, we can say that identity protection services on social media should be used by everyone since
social media has become so integral in society. These days, a huge number of people are creating content on
social media and earning a huge amount of money. So, there is a high risk of identity theft through social media,
which is increasing day by day. The identity theft protection problem is not an easy one to solve by itself. We
must adopt identity theft protection services to protect ourselves. However, identity theft protection services
need to be affordable and available for all. Therefore, in our research, we understand that people will adopt
identity theft protection services to get rid of the problem. Another thing we saw was that when response costs
are lower, people are more attracted to taking protection against identity theft.
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